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TECHCON Index as of 23 November 2004 
 
TECHCONs SIGNED BY ESTA DIRECTOR, DISTRIBUTED ARMY-WIDE, AND POSTED TO AKO, and DOIM Homepage. 
 
Number Date Title Notes 
2003-000 10 June 2003 NETCOM TECHCON 

Implementation Memorandum 
Process 

Describes the TECHCON Bulletin process. This 
document describes relationships between the Network 
Enterprise Technology Command/9th Army Signal 
Command (NETCOM/9th ASC), RCIOs, DOIMs, and 
other entities dealing with the Army Enterprise 
Infostructure. 

2003-001a 19 Aug 2004 Army Messaging Standards for 
Exchange 
(REVISION, Supersedes 2003-
001) 

This revision provides guidelines for standardizing 
Exchange Naming across the Army Enterprise to include 
NIPR, SIPR, and all other Army networks. 

2003-002 16 May 2003 Fielding of Non-Army Systems, 
Army Installations  

Guidance for fielding non-Army networks on Army 
installations. Standardizes the term "connecting to the 
AEI". Addresses Networthiness requirements/issues for 
non-Army systems/networks, and provides DOIMs with 
guidelines and contact info for allowing access to non-
Army networks to their backbone. 

2003-003 4 May 04 Guidance for Implementation 
Windows Server 2003 across 
AEI. 

RESCINDED 
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2003-004 N/A N/A WITHDRAWN 
2003-005b 5 Nov 2004 Army Enterprise Desktop 

Software Standardization 
(REVISION, Supersedes 2003-005 & 2003-005a) 
Maintains the standard for Microsoft Windows 
environment software configuration baseline, provides 
an alternate Macintosh software configuration for users 
requiring UNIX service, or for whom the Windows 
environment does not satisfy mission requirements, and 
describes the application that comprise both 
configurations. 

2004-001a 15 Oct 2004 Army Enterprise AD Site-Level 
Domain Controller Installation 
Guidelines 

(REVISION, Supersedes 2004-001) 
Provides the NETCOM guidance for the installation and 
network connectivity of Microsoft Windows Active 
Directory Domain Controllers (DCs) within the AEI. 

2004-003 22 Oct 2004 Guidelines for MS Windows NT 
4.0 Systems Upgrade 

Provides technical guidance and reference information 
related to the replacement or upgrade of Windows NT 
4.0 based systems. TECHCON details the installation 
requirements for establishing security enclaves on Army 
installations and provides risk mitigation for NT 4.0 
Systems, and 9x clients that cannot be migrated to 
Active Directory. 

2004-004 15 Oct 2004 Active Directory WINS 
Configuration 

Provides the NETCOM guidance for the configuration of 
Windows Internet Name Service for use with Microsoft 
Windows Active Directory as deployed within the AEI. 



Page 3 OF 4 

 
Number Date Title Notes 
2004-005 19 Aug 2004 Networthiness Certification for 

Tactical Systems 
Provides guidelines for tactical systems, and applies to 
all systems/networks and appliances including both 
fixed station and tactical which required a DITSCAP, 
and interfaces with the LandWarNet. 

2004-006 19 Aug 2004 Applying Networthiness to 
Shrink Wrap SW/COTS 

Provides guidelines on the Army Networthiness 
Certification Program that states, "this policy applies to 
all organizations fielding, using or managing 
Information Systems on the AEI." 

2004-009 19 Aug 2004 Defense Research and 
Engineering Network (DREN) 

Provides guidelines for connectivity of DREN on Army 
Installations. This includes migrating from a CONUS 
TNOSC managed security stack to a HPC-CERT 
managed security stack and to an isolated DREN 
enclave on Army Installations. 

2004-010 15 Sep 2004 Command, Control, Computers 
and Communication 
Information Technology 
(C4/IT) Support for Army 
Reserve on Army Installations 

Outlines responsibilities for C4/IT support of Army 
Reserve organizations on Army IMA posts, camps, and 
stations. Army's established goal to work towards a 
single, centrally managed, C4/IT environment. 

2004-011 19 Aug 2004 Email Attachment Filtering Provides guidelines defining NETCOM position for 
implementing security mechanisms related to common 
user systems used in the Army. Addresses solutions 
already available to Army service providers to 
significantly reduce risk associated with email born 
attacks. 
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2004-012 30 Jul 2004 Deployment of Windows XP 

Service Pack 2 (SP2) 
Provides guidelines defining NETCOM position for 
implementing of Service Pack 2 for windows XP. 

2004-013 26 Aug 2004 Microsoft Windows NT 4.0 
Protection Implementation Plan 

Provides guidelines to commands and agencies on 
protection of the army from vulnerabilities in computers 
with Microsoft Windows NT 4.0 operating systems after 
termination of Microsoft support. Integrates multiple 
existing policies. 

2004-015 22 Sep 2004 Active Directory Trust 
Procedures and Guidelines 

Provide technical guidance and reference information 
related to the request, approval, and implementation of 
Active Directory Trusts within the AEI Global 
Information Grid. Identifies the roles and 
responsibilities of entities involved in the process and 
implementation planning and operation of trusts by the 
users. Applies to all levels of organizations involved 
with the management and operation of Army IT assets. 

 


